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God’s Light Shines in Suffolk

Fraud, Tax-evasion, 
Anti-Corruption and Bribery Prevention Policy

Policy Statement
The Lightwave Community wishes to conduct its operations honestly, in compliance with both the spirit and letter of the law and maintain our reputation for fair dealing. The prevention, detection and reporting of bribery and corruption is the responsibility of all trustees, group leaders, employees and volunteers.

Any employee of the Lightwave Community CIO who breaches this policy will face disciplinary action, which could result in dismissal.

Definitions
For the purpose of this document:
“CIO” is the Lightwave Community C.I.O.
“Trustees” are the Trustees of the Lightwave Community C.I.O as registered with the Charities Commission at that time
“The Leader of Lightwave” is the chair of Trustees and leader of Lightwave as defined in the Bishop’s Mission Order for the Lightwave Community
“Group Leader” is a leader of either a “Group” defined as Lightwave Rural Hub Church or any of its associated groups, a Lightwave Group registered with the above Bishop’s Mission Order, or another Lightwave Group registered with its parish church but involved in the work of Lightwave. 
“Employee” is a person employed directly by the Lightwave Community C.I.O OR an employee of the Diocesan Board of Finance of St Edmundsbury and Ipswich working directly on the Lightwave Project in a recognised role (e.g. project manager, communications missioner, administrator etc.)
“Volunteer” is anyone with a recognised role in the Lightwave Community or in a group as defined above
Fraud
A key requirement of charity operation is that fraud is prevented and hence maximum use is made of the charity assets be they finance, data or property. To assist with this The Lightwave Community has taken note of Charity Commission guidance in their publication “Protecting charities from harm: compliance toolkit – Chapter 3 - Fraud and financial crime”.
Both ‘internal’ and ‘external’ fraud typically occurs because of:
1. Opportunity
2. Boredom
3. Need
The first two of these can be combatted through active deterrence. If there is no complete buy-in from the whole of the organisation on a strong anti-fraud policy, then the incentive to commit a fraud is greater for the fraudsters.
The final item is harder to deter against as it relates to the financial situation of Trustees, volunteers, employees and contractors. As appropriate Christians Against Poverty or the Money Advice Trust could be contacted to assist those in financial distress. Smaller charities who have a greater reliance on goodwill and the support of trustees, group leaders, employees and volunteers, potentially lower levels of scrutiny and division of duties, and a reliance on cash and volunteer fundraisers can be an easy target for fraud. Although this could be potentially small in value is may still be very significant for the charity. The CIO has a legal responsibility to prevent tax evasion by itself or by facilitating some else’s tax evasion.

Definition
The term ‘fraud’ is commonly used to describe the use of deception to deprive, disadvantage or cause loss to another person or party. This can include theft, bribery, the misuse of funds or other resources, money laundering or more complicated crimes such as false accounting and the supply of false information. Fraud can arise from many sources including the cyber world e.g. loss of electronic data. Any of these could pertain to the life of the Lightwave Community.
Key principles
The following are the key principles the Lightwave Community follows in its approach to combatting fraud:
1. We are committed to the prevention of fraud and the promotion of an anti-fraud culture.
2. We will brief this policy to all Trustees employees and key volunteers, ideally via face to face/online meetings but potentially via email (with a confirmation that the recipient has read and understood the policy).
3. We operate a zero-tolerance attitude to fraud and require trustees, group leaders, employees and volunteers to act honestly and with integrity at all times, and to report all reasonable suspicions of fraud.
4. Alongside statutory authorities we will investigate instances of actual, attempted and suspected fraud committed by employees, volunteers, contractors, suppliers and other third parties.
5. We will seek to recover funds and assets lost through fraud where this is economic to do so.
6. We may take disciplinary and/or legal action (e.g. under the Fraud Act 2006) against the perpetrators.
7. We will consider changes to our exposure to fraud when introducing new, or amending existing, systems and processes.
Procedures
Trustees, Employees and (as relevant) volunteers and group leaders should familiarise themselves with the types of fraud and dishonesty that might occur within their area of work and responsibility at the Lightwave Community. They should not attempt to investigate any potential fraud themselves. Note that the Public Interest Disclosure Act 1998 protects employees who raise concerns about certain matters of public interest in good faith e.g. ‘whistle-blowers’.
Reports of suspected or actual fraud should in the first instance be reported to a supervisor/line manager or group leader, but can also be reported directly to the Leader of Lightwave or Lightwave Treasurer.
Where the line manager or group leader may be implicated in the fraud. The manager or group leader will then work with the Leader of Lightwave, the Treasurer or (if necessary) another Trustee to decide on a course of action and formally record the report. These reports will be kept confidential and stored electronically for reference to allow an assessment of the ongoing exposure to fraud so that action can be formulated to minimise it.
Depending on the nature of the fraud the police and other statutory authorities e.g. Charity Commission will need to be involved. Their involvement should be instigated by the Leader of Lightwave or the Treasurer, but with all the Trustees being informed about what is happening and why. 
Confirmed fraud should be reported to:
1. “Action Fraud” (initially via 0300 123 2040 and then potentially via the online reporting tool available at www.actionfraud.police.uk)
2. The Charity Commission for serious incidents (via RSI@charitycommission.gsi.gov.uk)
3. Relevant Media organisations who may need to be informed for reassurance that the fraud is being tackled.
4. Our bank(s) if the fraud relates to online banking, cheques or the charity’s debit or credit card.
5. HMRC if the fraud is tax related (online www.gov.uk/government/organisations/hmrevenue-customs/contact/reporting-tax-evasion or by phone at 0800 788 887). 
6. The Diocesan Board of Finance of St Edmundsbury and Ipswich
The Trustees, employees and key volunteers/group leaders need to assess what lessons need to be learned from each incident, what risks need to be mitigated further, and the impact on our budget. The plan of action should be communicated to Trustees, employees and key volunteers.
Finally, we need to be aware that some people affected by the fraud itself, or the investigation, may need significant pastoral/emotional support. This can come from within the church or organisations such as “Victim Support” (perhaps by referral from “Action Fraud”).
Practical action to combat fraud occurring
The following items are key areas where The Lightwave Community can combat fraud by basic awareness and implementation of relevant controls:
1. Operate the defined financial controls in the Lightwave Finance Guidelines document which are reviewed at least annually. This includes segregating financial duties between multiple people (where possible) and having multiple authorisations for payments.
2. Keep up to date with current fraud risks as the economic environment and technology changes e.g. increased risk of computer based fraud.
3. Ensure that accounting information is fully cross-checked with receipts/invoices and matches all known income/expenditure. Any discrepancies should be investigated immediately. Spot checks may be carried out by the Lightwave Finance Committee as an internal audit mechanism.
4. Beware of unsolicited emails or telephone calls requesting bank or other financial details (typically called ‘phishing’). No-one should respond directly to such contacts as they could easily be fraudulent.
5. Ensure access details to key financial and personal data is confined to those who need to know so that the opportunity for stealing and abusing this data is minimised. This is key to operating our Data Protection policy.
6. Be very careful when seeking to move personal or financial data from one computing device to another, or copying data from a non-CIO computer or device. Ensure that only the expected files are moved and under password protection at all times. Again this is key to operating our Data Protection policy.
7. The CIO computing assets should be protected with trusted and up to date antispyware, anti-virus, firewalls and similar computer programs.
8. Take up and check references prior to taking on new employees. Consider a self-declaration form for employees to state that they do not have an unspent conviction for fraud, theft or other relevant offence. Considering a credit check for e.g. the Finance Manager given their level of responsibility, though note that will require a signed consent form and data protection statement.
9. Taking new employees through this Fraud Policy as part of their induction.
10. Assess whether there are any employee/trustee connections with suppliers.
11. Any new contracts entered into with suppliers should be thoroughly assessed with regard to value for money, and Trustees may wish to consider asking new suppliers to declare whether they have any business, family or other connections with charity personnel.
12. Only reasonable and necessary expenses should be paid as appropriate with a full documentary audit trail.
13. The asset register should be inspected at regular intervals (e.g. annually) and physically checked against the assets themselves in order to ensure that they are in good repair and being put to appropriate use.
14. The opening or closing of bank accounts should be authorised by the whole Trustee body.
15. Trustees should be vigilant against any unauthorised use of their, or their charity’s identities – for example in carrying out cash collections. If Trustees believe that this is happening they should contact the Charity Commission and Action Fraud.
Tax Evasion
Definition
Tax evasion is the deliberate evasion of paying tax which is legitimately due. In the context of Lightwave this could occur for example by making incorrect employee related tax payments, making cash payments in order to avoid VAT, making payments in cash in respect of services rendered rather than through the PAYE system or with an appropriate MoU or Contract for Services in place; and incorrectly claiming Gift Aid relief where it is not due (eg by the inclusion of donations from other persons with amounts given by a donor who has made a gift aid declaration).
Key principles
The following are the key principles The Lightwave Community follows:
1. We are committed to the prevention of tax-evasion either directly as a community or indirectly in relation to individuals and companies that we deal with.
2. We will brief this policy to all employees and key volunteers, ideally via face to face meetings but potentially via email (with a confirmation that the recipient has read and understood the policy).
3. We operate a zero-tolerance attitude to tax-evasion.
4. Alongside statutory authorities we will investigate instances of actual, attempted and suspected tax-evasion committed by employees, volunteers, contractors, suppliers and other third parties.
5. We may take disciplinary action against the perpetrators.
Procedures
Employees and volunteer leaders should familiarise themselves with the types of tax evasion that might occur within their area of work and responsibility at The Lightwave Community.
Reports of suspected tax-evasion should in the first instance be reported to a supervisor/line manager or group leader, but can also be reported directly to the Treasurer or Leader of Lightwave where the manager or group leader may be implicated in the fraud. The manager or group leader will then work with the Leader of Lightwave, the Treasurer or another authorised Trustee to decide on a course of action and formally record the report. These reports will be kept confidential and stored electronically for reference.
Depending on the nature of the tax-evasion the police and other statutory authorities e.g. HMRC will need to be involved. Their involvement should be instigated by the Leader of Lightwave, the Treasurer or another authorised Trustee, but with all the Trustees being informed about what is happening and why. St Edmundsbury and Ipswich Diocesan Board of Finance should also be kept informed throughout the process.  
HMRC can be contacted via:
- online - www.gov.uk/government/organisations/hm-revenuecustoms/contact/reporting-tax-evasion or
- by phone at 0800 788 887.
As for Fraud the Trustees, employees and key volunteers need to assess what lessons need to be learned from each incident, what risks need to be mitigated further, and the impact on our budget. The plan of action should be communicated to Trustees, employees and key volunteers and the St Edmundsbury and Ipswich Diocesan Board of Finance.
Practical action to prevent tax-evasion occurring
The following items are key areas where The Lightwave Community can combat tax-evasion by basic awareness and implementation of relevant controls:
1. Operate the defined financial controls in the Finance Guidelines document which are reviewed at least annually. This includes segregating financial duties between multiple people (where possible) and having multiple authorisations for payments.
2. Ensure that there are minimal cash payments for any service/product/expense. Cash payments should be very much the exception and with the reason being documented so that there is confidence that it is not being used to evade legitimate tax liabilities.
3. Ensuring that all donations against which Gift Aid is being claimed are associated directly with the individuals who have paid the donation.
4. Where relevant, taking new CIO employees through this policy as part of their induction.
5. Assess whether there are any employee/trustee connections with suppliers.
6. Any new contracts entered into with suppliers should be thoroughly assessed with regard to value for money, and Trustees may wish to consider asking new suppliers to declare whether they have any business, family or other connections with charity personnel.
Bribes and Kickbacks
The law prohibits the payment of any bribes, kickbacks or other illicit forms of payments. Trustees, CIO employees and where relevant group leaders and volunteers must not:
· commit an act with the purpose of inducing a person to act improperly, or be in receipt of gifts, gratuities, entertainment or other favours for yourself, or others (including but not limited to family members and friends), which may be interpreted as inducing you to act improperly.
· in any way offer, give, solicit or receive any bribes, kickbacks or other illegal or improper payments, transfers or receipts.
· bribe another person or company, by giving or offering financial or other advantage, to gain or reward the improper exercise of a Lightwave Community activity. A gift to a supplier may be interpreted as a bribe. If in breach of this rule, it will not be authorised through expenses and therefore not reimbursed.
All forms of bribery are strictly prohibited.
Conflicts of Interest
The best way to ensure that trustees, group leaders, employees and volunteers do not find themselves in a position that they are perceived to have taken a bribe, or otherwise acted inappropriately, is to look at the areas where there may be conflicts of interest. For example, a relative who works for a supplier or another part of the Lightwave Community.
It is the responsibility of trustees, group leaders, employees and volunteers to put the interests of the Lightwave Community before their own personal interests. Therefore, if a potential conflict of interest is identified consideration to formally declare this should be given with reference to the Conflict of Interest Policy.
Specifically, a trustee must:
(a)	Declare the nature and extent of any interest, direct or indirect, which he or she has in a proposed transaction or arrangement with the CIO or in any transaction or arrangement entered into by the CIO which has not previously been declared.
(b)	Absent himself or herself from any discussions of the charity trustees in which it is possible that a conflict of interest will arise between his or her duty to act solely in the interests of the CIO and any personal interest (including but not limited to any financial interest).
Gifts and Hospitality
This policy applies primarily to Trustees, volunteers and group leaders when acting on behalf of Lightwave, and to all CIO employees.  It applied both to the receiving and offering of gifts and hospitality on behalf of Lightwave. If in any doubt consult the Lightwave Treasurer or Leader of Lightwave for guidance.
Gifts and hospitality can include:
· A free gift of any goods or services
· The opportunity to acquire any goods or services at a discount or at terms not available to the general public
· The opportunity to obtain goods or services at a discount or at terms not available to the general public
· The offer of food, drink, accommodation, or entertainment, working lunches and modest/occasional meals with CIO suppliers. Industry functions such as award ceremonies or annual lunches or dinners can also be a useful way of establishing mutual contact. Invitations to other social occasions can only be accepted if they serve a practical purpose.
· Corporate entertainment function, e.g. golf day or sporting/cultural occasion of any sort. Specifically for employees, if this includes CIO contacts or suppliers, this must be disclosed in advance in writing to an employee’s Line Manager who will decide whether or not the event could constitute an inducement or bribe. The response to the invitation should be logged with the Treasurer.
Examples of common gifts include pens, diaries, calendars and other business stationary, articles of clothing, books, wine, flowers.
Common hospitality includes lunches provided by external bodies.
The following are examples of gifts or hospitality requiring approval and formally recording by your line manager.
· Attendance as a non-paying guest at a non-work related event
· Promotional gifts exceeding the value of £30
· Other offers of gifts or hospitality
The following are examples of unacceptable gifts and hospitality
· Gifts of money, even if under £30
· Free membership or subscriptions (e.g. sports clubs)
· Free goods, services or equipment which is normally provided by a supplier at a charge.
Any offers falling into this category should be reported by an employee to the Line Manager in writing. The Line Manager will discuss with the Leader of Lightwave and agree the outcome.
Version 1, February 25th 2021
This policy was agreed by the Trustees of the Lightwave Community CIO at their meeting on 2nd March 2021 and is part of the annual review of policies for their usefulness and relevance. In this way awareness will be restimulated at least on an annual basis. Note that approval history information for this policy is contained in the Policy Index.
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